
令和８年１月 

お客さま各位 

 

「信用金庫」等を騙る詐欺メールについて（注意喚起） 

 

「信用金庫」や「全国信用金庫」等を騙る詐欺メールが継続的に発生しています。 

 

インターネットバンキングのワンタイムパスワード補正が必要である、または電子証明書の

更新が必要である等、偽サイト（フィッシングサイト）のＵＲＬへアクセスを誘導する文面

が確認されています。 

 

当金庫からお客さまへ「ワンタイムパスワード補正」や「電子証明書の更新が必要である」

といったご案内をすることは、一切ありません。 

 

今後も内容を変えた詐欺メールの発生が予想されますので、ご注意願います。 

 

〔 フィッシングサイトの例 〕 

１．「全国の信用金庫のご紹介」と同様なデザインとなります。 

<重要> 

ＵＲＬをご確認ください。 

正規のサイトは、「https://www.shinkin.co.jp」となっています。 

  

県名をクリック 



２．信用金庫名をクリック。 

 

 

３．偽のインターネットバンキングログイン画面が表示されます。 

<重要> 

ＵＲＬをご確認ください。 

正規のサイトは、 

・個人インターネットバンキングは「https://www11.ib.shinkin-ib.jp/」 

・法人インターネットバンキングは「https://www14.ib.shinkin-ib.jp/」 

もしくは「https://www15.ib.shinkin-ib.jp/」 

からＵＲＬが開始しています。 

 

 

 


